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INTRODUCTIONS 

The issue of standards:  
Embedding loss prevention standards in large organisations 
  
By inviting risk managers to share their own challenges, this 
workshop will consider solutions for developing, 
disseminating and maintaining property and casualty loss 
prevention standards in large and complex organisations. 
  
Common questions include: 
  
• What are appropriate standards: compliance or best 

practice? 
• How can penetration be maximised? 
• What are the right tools and techniques? 
  
RSA will also share two case studies: 
  
• Evolving corporate loss prevention strategy by 

comparing property loss control performance against 
sector peers 

• Using new systems and tools to reach smaller, lower 
value sites where traditional risk control surveys would 
be uneconomic. 



WE ASKED YOU… 

Organisational  

Administrative 

Technical 

Resources 3.6 

3.8 

3.6 

4.6 

Thinking about the challenges in developing, disseminating and maintaining 
property and casualty loss prevention standards in large and complex 
organisations, how would you rate each of the following factors? 
From 1 (not at all significant) to 5 (very significant): 



WE ASKED YOU… 

“Dealing with cross 
cultural and 
international standards.” 

“Each part of the business operates in a silo 
and has different procedures / slightly 
different business models. We also operate 
in a unique market whereby most solutions 
are of a proto-typical nature.” 

“Organisational: Top-level buy in & sponsorship 
Own corporate standard, own RM measures 
align or surpass insurer requirements  
Administrative: should be kept simple, use of 
technology to support. 
Resources: boils down to allocation of resources 
and high level buy-in. If there is a will, there is a 
way. Prioritize accordingly.  

“Achieving a 
consistent approach 
from the team” 

Adding some detail, what challenges have you faced in respect to your answers above? 

“The key is having the right culture and 
support within the business organisation and 
that must come from the top. ” 



WHAT CHALLENGES DO YOU FACE? 

Organisational 

Technical 

Administrative 

Resources 

Other 



WHAT CHALLENGES DO YOU FACE? 

Organisational Administrative Technical 

• Communication 
• Culture: 

- Morale 
- Environment 
- Behavioural 

• Size 
• Complexity 
• Geography 
• Language 
• Culture 
• Jurisdictions 

 • Distribution 
• Access 
• Auditing 
• Maintenance 

• Understanding 
(of the risk) 

• Inconsistency 
• Confidence 

• Best practice v. 
compliance 

• Sector expertise 
• Targets 
• International v 

local 

Resources Other 

• Budgetary 
pressure (cost) 

• Expertise 
• Availability 
• Systems 
• Tools 

• Procurement 
(cost) driven 

• Motivation / 
incentive 

• Industry sector 

 



HOW HAVE YOU DEALT WITH THESE CHALLENGES? 



Case study 1 
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How to evolve corporate loss 
prevention strategy by comparing 
property loss control performance 
against sector peers 
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SOURCE DATA 

Composition DemoCo Food Group Largest 5 other food manufacturer 
programmes led by RSA 

Occupancy Primary & added value meat, ready 
meals and snack foods 

As DemoCo plus dairy and food 
ingredients 

Regions UK & Ireland UK & Ireland and Global 

Surveyed sites (last 2 years) 40 131 

Risk Improvement Recommendations 
(last 10 years) 

1,081 4,423 

Approx. PD/BI insured value of 
surveyed sites (last 2 years) 

£3b £9b 
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RISK IMPROVEMENTS BY CATEGORY 
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9% 

25% 

66% 

7% 

21% 

72% 

Cat.1

Cat.2

HE/M
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WHY THE DIFFERENCE IN RISK PROFILE? 
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Occupancy Mixture of low hazard sites and 
hazardous processes 

Mixture of low hazard sites and 
hazardous processes 

Risk Improvements / engagement Typical spread of CapEx and low/no 
cost items, with good response rates 

Typical spread of CapEx and low/no 
cost items, with good response rates 

Human Element Standards Favourable; supported by risk 
improvement recs. made and 

completed 

Favourable; supported by risk 
improvement recs. made and 

completed 

Adequately sprinklered 
(by plan area) 

20% 51% 

Construction and compartmentation Less favourable.  Significant 
combustible composite panel legacy. 

Favourable.  Reduced combustible 
composite panel legacy. 

‘Unprotected’ exposure 
(CNLE / EML Block [%]) 

75% 45% 



CASE STUDY 1: SUMMARY 
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 Engaged customer with high aspirations 

 Diligent adherence to loss prevention standards and strategy 

 Good loss experience and long-standing partnerships 

 Much progress made 

 

 

But… 

• Measuring against internal benchmarks and targets 

• Risk quality lagging sector peers 

• Hitting a plateau? 

 

 

 

Conclusions 

• The importance of changing context on the ‘right’ standards and 
strategy 

• External calibration is an important tool 

• ‘Engagement’ needs to have breadth and depth 

Actions 
 Reboot strategy; from “achieve good consistent minimum 

standard” to “best in class” 
 (Re)engage with the organisation, especially for financing 

and managing CapEx projects; redefine intentions of “as 
and when the opportunity arises” 

 Link to wider company values 
 Keep doing the other things; evolution, not replacement 
 Make benchmarking part of annual review process 
 Periodically review and adjust approach 



Case study 2 
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Using new systems and tools to 
reach smaller, lower value sites 
where traditional risk control 
surveys would be uneconomic 



THE CHALLENGE: PENETRATION 



THE CHALLENGE: PENETRATION 



THE CHALLENGE: PENETRATION 



ONLINE SELF-ASSESSMENT 



• Actions tailored to assessment responses 
 

• Links to eLearn modules 
 

• Supplementary risk guidance notes 
 

• Telephone support for implementation 
 

• Responses captured 

OUTPUTS: SYSTEM-GENERATED RISK IMPROVEMENT REPORT 



• MI dashboard based on 
responses and risk improvement 
status 
 

• Trends identified 
 

• Targeted training or corporate 
standards 
 

• Intelligent selection of sites for 
survey 

OUTPUTS: DATA ANALYTICS 



THE RESULT: PENETRATION 



SUMMARY 

Organisational Administrative Technical 

Suspendisse 
nonEtiam est 
lectus, 
ultricies eget 
dolor eu,  

Suspendisse 
nonEtiam est 
lectus, 
ultricies eget 
dolor eu,  
 

Suspendisse 
nonEtiam est 
lectus, 
ultricies eget 
dolor eu,  
 

Suspendisse 
nonEtiam est 
lectus, 
ultricies eget 
dolor eu,  
 

Suspendisse 
nonEtiam est 
lectus, 
ultricies eget 
dolor eu,  
 

Suspendisse 
nonEtiam est 
lectus, 
ultricies eget 
dolor eu,  
 

Resources Other 

Suspendisse 
nonEtiam est 
lectus, ultricies 
eget dolor eu,  
 

Suspendisse 
nonEtiam est 
lectus, ultricies 
eget dolor eu,  
 

Suspendisse 
nonEtiam est 
lectus, ultricies 
eget dolor eu,  
 

Suspendisse 
nonEtiam est 
lectus, ultricies 
eget dolor eu,  
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